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1) Has internal audit set up a systematic
inventory of the data used by the Audit
and a specific management of personal
data processing?

38%

5%

14%

Partly/In progress
Yes

No
Don't know

43%



2) How often does the audit follow up on
the recommendations?

24%

52%

5%

Semi-annually

More often (quarterly,
monthly)

Ad hoc depending
on the case

19%Other



3) Does the audit follow up on all
recommendations regardless of the level
of criticality? 

71% 10% 19%

According to a
predefined

criterion

NoYes



USING
NEW
TECH

4)WHAT IS THE LEVEL OF DEVELOPMENT OF
THE FOLLOWING TECHNOLOGIES?
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5) How many auditors have a data analyst
profile (mastering tools such as Power
Query, Tableau, R, and Python ...)?

52%

29%

5%

None

1 to 2 people

3 to 5 people

14%More than 5 people



Yes

No

71%

29%

6) Is the audit of agencies / branches
handled by a dedicated structure
(geographical inspection sectors,
network audit department, etc.)?



7) Are cash registers/fiduciary processing
centres audited more frequently than
other audit objects in view of the risks
involved? 

Yes

No

76%

24%



Yes, attached to a
department (Audit,
Legal Services, HR

Department, General
Secretariat, etc.)

Yes, directly
reporting to the

Governor

No

19% 57% 24%

8) Is there a specific unit dedicated to
ethics?



9) Are staff trained in ethics?

No or on a
voluntary basis

Yes, mostly staff
exposed to ethical

risks

Yes, all staff

19%

52%
29%



10) Have you established a
register of providers accessing
the information system?

29% 38% 33%

In progress NoYes



11) Does the internal audit
conduct missions with service
providers?  

24%

19%

57%

Annually

Punctually

Never



12) Do you conduct audits on incidents
not included in the annual audit
program? 

Yes

No

67%

0%

Rarely
33%



13) How many cybersecurity audits did
you conduct last year? 

1-2 3+0

29% 62% 10%



14) Do you have a team dedicated to
Information Systems audit?

76%

14%

10%

Yes

In progress

No



No

Yes

In progress

15) Is there any legislation on the
protection of personal data in your
country?

5%

90%

5%



16) Has the GDPR (General Data
Protection Regulation) prompted you
to think about changes in legislation?

43% 38% 19%

Don't knowNoYes



17) Have you made any changes to your
organisation after the GDPR came
into force in May 2018?

In progress

Yes

48%

No

10%

43%



18) Does Internal Audit monitor the
protection of personal data (multiple
choice)

Yes, within the framework of
missions specifically related to

personal data
7

9

6

4

Yes, in the context of targeted but
broader missions (information

security...)

Yes, potentially in the context of
all missions

No, this is not part of the Audit's
prerogatives/ duties



DATA CONTAINED IN THIS DOCUMENT ARE CALCULATED FROM
PARTICIPANTS’ RESPONSES TO A QUESTIONNAIRE CIRCULATED
PRIOR TO THE CONFERENCE.
NO ATTEMPT HAS BEEN MADE TO VERIFY ACCURACY.
DEFINITIONS AND METHODOLOGIES DIFFER ACROSS
JURISDICTIONS.

ALL FIGURES HAVE BEEN ROUNDED TO THE NEAREST WHOLE
NUMBER. HENCE, IN SOME CASES THE ADDITION OF PERCENTAGES
MAY NOT YIELD 100%


